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1. 20%
(a) What is the sandboxing?
(b) Why sandboxing is important?
(c) What you can do by using sandboxing for threat protection

2.20%
(a) What is Phishing Attack?
{b) What are the techniques that a Phishing Attacker needs?
(c) What causes Phishing Attack easily success?
(d) What might happened next after phishing attack?
(e) How to prevent phishing attacks?

3.20%
(a) What is the cloud computing reference architecture?

(b) Describe some of the main cloud-specific security threats.

4, 20%
(a) What is an elliptic curve in cryptography?
(b) Please describe the advantages of elliptic curve cryptography..
(c) What is an elliptic curve digital signature?
(d) What is elliptic curve cryptography used for?

5.20%
(a) What is hacking?
{b) What are the phases of hacking life cycle?
(c) How to disrupt the hacking life cycle of a cyberattack.




